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Who are we?
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ESDC Administrative Structure
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ESDC Network



ESDC activities
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EAB configurations 
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EAB.Cyber
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EAB annual cycle
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Cyber ETEE under ESDC
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Do we need Cyber ETEE?
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❑ Common understanding among Mil 

and Civilian groups

❑ Integrated actions in all 

(cyber) domains

❑ Cyber interoperability

Assumptions



Yes!
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Bridge upcoming and 

existing capacities to 

develop a wide Cyber 

related courses offer 

linked with MS`s TRA

Main objective



Long term Objective
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Create a 

Cyber workforce



Cyber ETEE
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➢ Kick-off - Nov 2018 
➢ IOC – Nov 2018
➢ FOC – Sep 2019
➢ Full Implementation - late 2021

We started! 
We run it !



Milestones
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FOC-1
September 19

FOC-2
April 20

LoD2 – Quality management

LoD4–Research

LoD3 – Exercises

LoD5 – Common Culture development

IOC
November 18

LoD6 – Interoperability

FOC-3
April 21



Training domains
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Training Fields
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Full picture of activities
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Main Cyber actors
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•Member states
•Europol/EC3
•EuroJust
•ECTEG
•CEPOL Cyber 

crime
Cyber 

defence

Cyber 
diploma

cy
NIS

•Member 
states

•EEAS

•EUMC

•EUMS

•EDA

•EU SATCEN

•Member states

•European 
Commission

•EEAS

•Council of 
European Union

•EU ISS

•Member states

•European 
Commission

•ENISA

•CERT-EU



Who can join the network?
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❑ EU Academic Institutions 

❑ EU research, education and training institutions, 
with relevant Cyber expertise and activities

❑ EU Agencies and Bodies tasked with Cyber-
activities



Our course offer
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❑ Standard courses

➢ Challenges of EU Cyber Security (2-4 Apr, Brussels/BEL, [IHEDN-FRA]);
➢ Challenges of EU Cyber Security (Oct/Nov, Brussels/BEL, [IHEDN-FRA]);
➢ Challenges of EU Cyber Security (18-22 Nov, Budapest/HUN, [NUPS-HUN]);

❑ Pilot courses

➢ Cybersecurity Organisational and Defensive Capabilities (13-15 May 2019,
Nicosia/CYP, [DSA]-CYP);

➢ Training in Information Security Management (Sept 2019, Athens/GRE,
[ENISA]-EU);

➢ Cyber Security (Oct/Nov 2019, Budapest/HUN, [NUPS]-HUN);
➢ New Threats for Critical Infrastructures in the Context of Digitization

(13-15 May 2019, Vienna/AUT, [AIT]-AIT);



Are you Interested?
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We’re waiting for YOU
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Questions ?  



Visit our website for more info

23

https://esdc.europa.eu/

https://esdc.europa.eu/

